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1   Introduction

Cloud computing is a type of computer service, which the services are all delivered through the Internet. Some examples of computer services delivered by cloud computing are tools and applications, which are data storage, servers, databases, software, and networking. Cloud computing also provides you with keeping all of your storage safely. This means that you do not need to use your hard drive anymore just to keep your files in it. Cloud computing can be divided into two parts, which are public and private. Public services provide their services to public people over the Internet, while private services are only accessible to a certain number of people [1]. There also exists hybrid services option, in which public and private are both combined. Nowadays, a lot of people are using cloud computing as their priority, especially in businesses where it increases performance and efficiency, as well as gives people more security in keeping data. Furthermore, it is also more cost-effective because they will only need to pay for the resources they use. Therefore, this is why cloud computing is a new way for people from around the world to access the same information and services. In this era, there are lots of cloud computing service providers that provide users with different services over the web. Therefore, a comparison between the three most prominent providers is needed to decide which is the best provider for the users. The three most prominent ones include Amazon EC2, Google Cloud Platform, and Microsoft Azure.
2   Comparative Evaluation of Cloud Computing Service Provider

Amazon Elastic Compute Cloud (Amazon EC2) is one of the famous cloud computing service providers which provides resizable compute capacity in the cloud [2]. This web service interface allows the user to deploy the capacity with minimum fraction. Google Cloud Platform which can also be called as GCP is another cloud computing service and it is provided by Google. It is one of the infrastructures that Google provide for its user where the other examples of infrastructures are Gmail, Youtube, and Google Search [3]. Lastly, the cloud computing provider that will be discussed in this report is Microsoft Azure. Microsoft Azure is created by Microsoft to build applications through Microsoft-managed data centers [4].  
2.1   Service Model (IaaS, PaaS, SaaS)
In some organizations or businesses, they need high processing power and storage capabilities for their IT systems. Therefore, cloud computing exists to satisfy their requirements. Cloud computing has three different service models, which the organization can choose to help them fulfill their requirements. There are Software as a Service (SaaS), Platform as a Service (PaaS), and also Infrastructure as a Service (IaaS).  These three models have different offers for the users. Firstly, Software as a Service (SaaS) is a model that offers applications accessed from the web. These accesses are not managed by the organization, so the ones who are in charge are the software providers. The benefits of using SaaS are the organization will not need to worry about software maintenance, infrastructure management, network security, data availability, and other issues related to run the applications [5]. As for billing, it is based on some factors like the number of users, usage, and transactions processed. SaaS is the highest market share for cloud computing. Secondly, another type of service model is Platform as a Service. It offers users access to a cloud-based environment, where they can build their applications without working with Integrated Development Environments (IDEs), which are very expensive. Furthermore, the user can customize their features when using this model [5]. Finally, the last service model is Infrastructure as a Service (IaaS). It is a service that offers a standardized way for users to acquire computing capabilities on demand and over the web. Some of the features include networks, virtual private servers, storage facilities, and processing power. The billing for IaaS is like pay-as-you-go, where it depends on the amount of processing power and storage the user uses [5].
	Cloud Computing Service Providers
	Service Model

	Amazon EC2
	IaaS

	Google Cloud Platform
	IaaS

	Microsoft Azure
	IaaS, PaaS


2.2   Virtual Machine (VM) instance types offered 
When it comes to comparing Amazon EC2, Google Cloud Platform, and Microsoft Azure, there all are using virtual machines as it is one of the main features in cloud computing. The only difference between them is how their virtual machines are handled. [6] As for both Amazon EC2 and Google Cloud Platform, they only provide users with the IaaS model. In Infrastructure as a Service, virtual machines are usually managed by the users themselves. Therefore, the users will need to manage their virtual machines that satisfy their needs. As for Microsoft Azure, it has two types of service models, which are IaaS and PaaS. Assuming that Microsoft Azure uses IaaS as their main provider, we can compare these three cloud computing service providers with the aspect of virtual machines. Firstly, Amazon EC2 uses different kinds of virtual machines, which they called Elastic Compute Cloud (EC2). It has the same features like a virtual machine, where it is used to run applications. The users are also able to custom-figure CPU, storage, memory, and networking resources [7]. Furthermore, the users can choose different types of instances that suit their budget and needs. As for Google Cloud Platform, the virtual machine is called Compute Engine instances. It allows users to run public images for Linux and Windows Server provided by Google [8]. There are two methods to launch virtual machines, which are pre-configured and custom approach. Finally, Microsoft Azure Virtual Machine can be used in a variety of ways. The first one is development and test, where users can easily create a computer with specific configurations to test an application [9]. Next, users can choose to buy extra virtual machines if they need them and shut them down when they don’t [9]. The last way to use their virtual machines is an extended data center, where the network can be easily connected to the users’ organization network [9].
2.3   Storage 
Firstly, Amazon EC2 provides low cost and easy-to-use data storage options for the users. Every option has different performance and can be used independently or combine with other option that meet user’s requirements. There are four options of storage for Amazon EC2 which is Amazon Elastic Block Store, Amazon EC2 instance store, Use Amazon EFS with Amazon EC2 and use Amazon S3 with Amazon EC2. For Amazon EBS, the user can use it as a primary storage device if the   frequent updates are required for the data while Amazon EC2 instance store will access the storage that physically stored in the computer. However, if the user stops the instance, the data in the store might lost. The third option id Amazon EFS file system. It can be used to create file system so that some application can be run on multiple instances. Lastly, Amazon S3 is a cheap data storage compared to others. It is used to enable the user to store or get any amount of data and it can also be used as a backup for data and applications [10]. Google Cloud Platform provides three options for storage which is Persistent Disks for block storage, Filestore for network file storage, and Cloud Storage for object storage. Block storage is a common type of storage in cloud. This Google Cloud Persistent Disks normally used by the virtual machines in Google Cloud. It is something like USB drives where the user can attached or deattached from the machine. Google Cloud Filestore acts as a network file storage and its concept is almost same as Network Attached Storage (NAS). For Google Cloud Storage, This storage provides the user very interesting features which can make the the development become easier [11]. Lastly, Microsoft Azure has four types of primary Azure Storage with an additional disk storage which are azure blob storage, azure table storage, azure file storage, azure queue storage and disk storage. Azure blob storage can store a huge unstructured data while azure table storage stores structured data which is different form azure blob storage. Azure file storage is a type of sharing service in the cloud and it is via Server Message Block (SMB) protocol. Besides, azure queue storage is a service that can store messages that can be assessed through HTTP or HTTPS and disk storage is a type of virtual hard disk (VHD) which have two types that are managed and unmanaged [12]. 
2.4   OS Environment Offered
When it comes to computer, software or machine, one of the most important things is the operating systems. The operating systems run an important role by handles the links between hardware, hard drive, CPU, peripherals, and the other computer components that is connected to the internet. It is also allowing the users to run the various types of software and application as their need.  
   Amazon EC2 supports most of the operating systems such as Amazon Linux, Ubuntu, Windows Server, Red Hat Enterprise Linux, SUSE Linux Enterprise Server, Fedora, Debian, CentOS, Gentoo Linux, Oracle Linux, and FreeBSD. For Microsoft azure, the operating system supported is Microsoft Windows. It also supported third party operating system such as Linux. Microsoft Windows that commonly referred as Windows is a group of several graphical operating system families all working together and all of it is developed and marketed by Microsoft [13]. Windows Azure is a virtualized environment running on a customized Hyper-V platform. The data center is design based on using commodity hardware [13].

2.5   Security
	Cloud Computing Service Provider
	Security

	Amazon EC2
	Identity Access Management, S3 Security, Security group, cloudtrail

	Google Cloud Platform
	Datacenter physical security, custom hardware and trusted booting, data diposal, data encryption, secure service development, secure interservice communication, using Google Front End, in-built DDos protections, insider risk and intrustion detection

	Microsoft Azure
	Secure networks, key logs, malware protection, access management


Identity Access Management (IAM) have a few functions that let you consider Amazon EC2 which is creating group that allows some user to access your file only, grant least privilege and enable multi-factor authentication. S3 security will be doing the same thing where it only specifies some of the users to access and control what they can do. Cloudtrail is not affecting the user’s application but it can track the user activity [14]. Google Front End for Google Cloud Platform will collect the DNS name, IP of someone that using our service while in-built DDos protections will prevent the attack into GCP service such as when we are using HTTP and enter a dangerous website, it will detect and ask your permission [15]. For Microsoft Azure, the secure network will build an encrypted tunnel so that it can only be accessed by certain people while malware protection is an important security features which will protect against the malware [16].
2.6   Performance and scalability
The performance and scalability for the three Amazon EC2, Microsoft Azure and Google Cloud is different. The definition of cloud performance is the efficiency of workload and the definition for scalability is the capability of a process, appliance or network to follow the increases of demand. The AWS Auto Scaling monitors and automatically adjusts the capacity to maintain cost-effectiveness and predictable performance. The benefits of AWS auto scaling is that it automatically maintain performance and availability whenever the workload is predictable or even unpredictable. Next, is the scalability for Microsoft Azure. Azure features many great capabilities of scaling including scaling up or down, scaling in or out and auto scaling [17]. Scaling up or down refers to the addition or removing resources to an existing virtual server such as CPU and memory. Scaling in or out refers to the additional or removing servers and capacity. The Azure auto scaling is a way to automatically perform scalability actions to meet the required demand. Google Cloud provides features to help users achieve the scalability of applications. These features including Computer Engine virtual machines and Google Kubernetes Engine (GKE) that let users expand or minimize resource consumption based on the defined one [18]. Database products like Cloud Spanner and Cloud Bigtable can deliver performance in a consistent way across huge data sizes [18]. 
2.7   Pricing models
Amazon EC2 uses for pricing models which are On-Demand Instances, Reserved Instances, Spot Instances and Dedicated Hosts. On-Demand Instances is about the payment of compute capacity per hour or per second while Reserved Instances is about the capacity reservation and it can provide savings compared to On-Demand Instances. Next, Spot Instances supports both per hour and per second billing schemes and is up to 90 % discount compared to On-Demand instances. The last one which is Dedicated Hosts. It can help to reduce the user’s cost by allowing the user uses existing software to meet the compliance requirements [19]. For Google Cloud Platform, it is based on data storage, network usage, operations usage and retrieval and early deletion fees. It is basically about the amount of data you stored, the amount of data you moved between the buckets, actions that you do in the storage and lastly data stored in Nearline Storage, Coldline Storage and Archive Storage classes [20]. Microsoft Azure have three different pricing models which are pay-as-you-go, commitment consumption-based plan and free, on demand, reserved capacity, spot capacity dedicated. The first and second pricing model just like what the name means, the user just needs to pay what they consume while for the third one, it will be cheaper than the other two but it will have limited usage [21]. 
2.8   Auto-Scaling/Elasticity
As already stated, that one of the benefits of cloud computing is the ability to scale the workload resources to meet demand. Basically, the demands of user’s cloud workload are determined by 3 things which is: the number of incoming requests, the numbers of jobs in the server queue and the length of time jobs have waited in the server queue. 
   The increasing of resources in peak periods to maintain performance running simultaneously as the inversely reducing resource in quiet times limit wastage and control spend. This process is called as autoscaling. As an easy definition, autoscaling is defined as the process of automatically increasing or decreasing the resources delivered to cloud workload based on demand. The three major public cloud infrastructures as a service (IaaS) which is Amazon Web Services (AWS), Microsoft Azure and Google Cloud all offer autoscaling capabilities.
   In AWS, the feature is called as Auto Scaling Groups. Amazon EC2 Auto Scaling helps user maintain application availability and allows users to automatically add or remove EC2 instances. Users can also use the dynamic and predictive scaling together to scale faster. The benefits of Amazon EC2 Auto Scaling is that it can detect the unhealthy of instance faster, lower the cost by adding instances only when needed and ensures that the application always in provision capacity with Predictive Scaling [22]. Next, the feature in Microsoft Azure is called as instances. The benefits of Azure auto scaling is that it enables users application to scale up or down automatically regarding on the criteria needed. When the demand increases, the azure auto scaling feature will scale out instances whenever implacable. The cost benefits for Azure is the same as the benefits of Amazon Ec2 as it lowers the cost for the user so that they can save money for anything else [23].

   In Google Cloud the feature is called as managed instance groups (MIGs). The auto scaling works as it will compare actual CPU utilization with the user’s target to determine whether should be scaled up or scaled down to maintain the best specified level. The utilization process is done by adding or removing Virtual Machine (VM) instances from the MIG to achieve desired utilization level for users. The ability to adding or removing VM based on resource demand allows user to build a cost-effective Google Cloud that uses only the right amount of resources needed [24]. Most of the benefits similarity between those 3 is that the cost-effectiveness as money play an important role in lives. 

2.9   Monitoring tools/service provided

When choosing tools to monitor and optimize AWS, users can pick between a different tool type. Users might choose a tool focused on performance metrics, or one that leverages log data. The list that users can choose from for organization’s goals and needs such as SolarWinds® AppOptics™,SolarWinds Papertrail™,Zenoss ZenPack, Zabbix and Opsview. While choosing Opsview as monitoring tool, it can provide users all of the performance metrics needed to monitor, diagnose, and view metrics for users EC2 instance such as CPU utilization, CPU credit usage, Disk Read or Write, Network Bytes or Packets, and more [25]. Next is Azure monitoring tools. Azure Monitoring tool performs end-to-end monitoring and detects issues in applications or infrastructure. It can manage Azure in virtual machines or containers. It can detect bottlenecks and collect data on a large variety of other tasks. The list of monitoring tools that can be used to monitor azure is Serverless 360, Application Insights, Azure Monitor, Service Bus Explorer, Cerulean, CloudMonix, Datadog, and many more[26]. For Google Cloud Platform, one of the lists of monitoring tools for is Opsview Monitor's GCP Opspack. It provides an easy way to monitor performance metrics for Computer Engine Instances, Cloud Storage Buckets and Cloud SQL Database Instances.
 3   Opinions
Based on the three cloud computing service providers, Amazon EC2 has the advantage of being the highest in the market for cloud services. It is known to be the most comprehensive network of worldwide data centers. The problem with Amazon EC2 is related to their cost, where it is difficult to manage their structure’s costs effectively while running their services. As for Google Cloud Platform, its best strength is the offers in containers, where Google has developed the standard of other providers offered. Unfortunately, it can be described as a newcomer, so it is difficult to have a strong relationship with customers. On the other hand, Microsoft Azure has more customers as lots of enterprises are using Windows and their software. As lots of users use Azure, they find it not as what they expected. This is because there are some issues such as technical support and documentation. In my opinion, Microsoft Azure would be the best one for cloud service providers. Although Amazon EC2 is leading for the highest in the market, Azure shows the facilities for the users. This is because Windows are one of the most used in operating system. I am really sure that if Azure manages to overcome their problems such as technical issues and documentation, it would be the easiest choice for the users with the help of Windows and their applications.
4   Conclusion
Cloud computing has proved to us that the world is becoming easier for people, especially in a world full of technologies. Businesses and organizations nowadays can be said that they are enjoying their work as they have the technologies to help them manage their problems. As cloud computing is becoming more popular, we can expect that more people want to take part and become cloud computing service providers. As we know in this era, Amazon EC2, Google Cloud Platform, and Microsoft Azure lead the top chart for the most prominent cloud computing service providers. In our opinion, these three providers will continue to become the best providers for the next decade, but we are sure that there will be more providers that could challenge their title, as more ideas can be created by our own unique and special human body, which is the brain that will help overcome any problems related to technologies. For example, we can expect some providers will promote cheaper subscription for services. Therefore, we are very hopeful for the future, where there will be new technologies, especially in IT that will help create a better world.
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