In this chapter we studied communication and networking. Communication is computer communication is the process of sharing data, programs, and information between two or more computers. Email, text messaging, video conferencing and e-commerce all require communication. Connectivity is connecting the Internet to people and resources. A communication system is an electronic system that carries data from one location to another. Connected devices convert digital signals into analog signals. The signal has analog and digital two kinds. A protocol is a communication network rule for exchanging data between computers. HTTPS - Hypertext Transfer Protocol Secure(Widely used to protect the Transfer of sensitive data).
	Basic Elements of Communication
	Four basic elements of communication systems :1.Sending and receiving devices
(Computer or a specialized communication device)
2.Connection devices(Interface between sending and receiving device)
3.Data transmission specifications(Rules and procedures that coordinate the devices)
4.Communication channel(Carries the message) :Two categories of communication channels:1)Physical Connections using wire or cable :Twisted pair cable: two pairs of copper wire twisted together
Coaxial cable: single solid copper core
2) Wireless Connections :Wireless connections do not use a solid substance to connect; uses the air itself. Most use radio waves to communicate.
Primary Wireless Technology:Bluetooth (short-range)(Radio communication standard)
Wi-Fi (wireless fidelity)(Uses high frequency radio )
Microwave(Uses high frequency radio wave signals)
WiMax (extends Wi-Fi) (New standard that uses microwave to extend WiFi range)
Cellular(Use multiple antennae to communication)
Satellite(Uses satellites as microwave relay stations)
Infrared(Use infrared light wants to communication over short distances)
GPS(Determine geographic location of the devices)

	Types of Modems
	1.Digital subscriber line (DSL)(High speed telephone lines)
2.Cable(Uses coaxial cable)
3.Wireless(Also known as WWAN)

	Categories of bandwidth
	1.Voiceband (or low bandwidth) – standard telephone
2.Medium band – leased lines for high-speed(Mid-range computer and mainframes)
3.Broadband for DSL, cable, satellite connections to the Internet
4.Baseband for individual connections for computers in close range

	 TCP/IP (Transmission control protocol/Internet 
protocol)
	1.Most widely used protocol
2.Each computer is identified with unique IP (Internet Protocol) address
3.DNS – Domain name service resolves IP addresses to names
4.Packetization – information broken down into small parts (packets) and then reassembled

	Network Types
	1. LAN : Local area network;located within close proximity
2. Home : Local area network for home and apartment use;typically wireless
3. WLAN:Wireless local area network;all communication passes through access point
4. PAN:Personal area network; connects digital devices,such as PDAs
5. MAN:Metropolitan area network;typically spans cities with coverage up to 100 miles
6. WAN:Wide area network for countrywide or worldwide coverage

	Network Architecture(How the network is arranged and resources are shared)
	1.Network Topology (Physical arrangement of the network)
2.Network Strategy(How the information and resources are shared)

	Mesh Network
	1.Topology that does not use a specific physical layout, but requires that each node have more than one connection to other nodes 
2.Wireless technologies are frequently used

	Network Strategies
	1.Client/Server Network:1)Central computers coordinate and supply services to other nodes on the network
2)Server provides access
2.Peer-to-Peer (P2P) Network:1)All nodes have equal authority
2)Can act as both client and server

	Organizational Networks(Internet technologies support effective communication within and between organizations)
	1.Intranet:1)Private network within an organization
2)Works like the Internet
2.Extranet : 1)Private network that connects more than one organization
2)Works like the Internet, but provides suppliers and other trusted partners with limited access to the organization’s networks

	Network Security(Commonly used technologies to ensure network security)
	1.Firewall: 1)Hardware and software that controls access to network
2)Proxy server provides pass-through access
3)Protects against external threats
2.Intrusion detection system (IDS) : 1)Works with firewall to protect organization's network
2)Analyzes all incoming and outgoing network traffic
3.Virtual private network (VPN) : Creates a secure private network connection between your computer and the organization
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